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Beginning with the name of Allah, on 

And Dated  / /144  H and / /202 , 

Riyadh, this agreement has been concluded 
between: 
 

1. King Saud University, represented by 
…………………………………………….. and 
its address is; Riyadh, P.O. Box 145111, 
Phone: 011467000,  Fax: 0114677580 
Email: ………………………………………… 

 
Hereinafter referred to as the "first party". 

 

 /

. 

 

    

 

2. ……………………………………………………
…………………………………………………… 

 
Hereinafter referred to as the "second party". 

 

.  

Introduction: 
In order for the First Party to protect its 
confidential information and provisions, the two 
parties here-below conclude this non-disclosure 
agreement with the following: 

 

Article One: Purpose of the Agreement 
This agreement aims to prevent the disclosure of 
confidential information related to the specified 
project under this agreement to unauthorized 
parties, and to commitment to implementing 
cybersecurity requirements according to the 
cybersecurity policies, procedures, and 
operations of the first party. 
Project Name: ________________________ 
 

 

 

 

Article Two: 
Confidential Information: Highly sensitive or 
valuable information shared with the second 
party on a “Need To Know” basis that pertains in 
any way to customers, employees and financial 
programs or strategies, whether it was initially 
owned by or developed by first party, both 
proprietary and personal. Confidential 
information also means all the information that 
the first party discloses to the second party that 
referred to in the context of this Agreement as 
confidential. 
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Article Three: Obligations of the Second 
Party 

1. The Second Party must hold in confidence 
all Confidential Information acquired from 
the First Party and shall not to any extent 
disclose it to any third parties without 
obtaining a written consent of the First 
Party. 

 

 

. 

 

2. The Second Party must agree to limit the 
disclosures of Confidential Information to 
those employees who request access to 
information for evaluation or to participate 
in discussions related to the stated 
objective. 

 

. 

3. The Second Party must ensure that its 
employees who have access to 
Confidential Information acquired from the 
First Party have read and signed the 
content of the non- disclosure agreement. 
In addition, service providers are required 
to operate their services within the 
Kingdom of Saudi Arabia. 

 

4. In case of any violation of this agreement, 
the Second Party shall be fully responsible 
and liable for the violation. 

 

. 

 

5. The second party shall not copy or 
reproduce any materials that contain 
confidential information or data. 

 

. 

Article Four: 
Nothing in this Agreement shall be construed as 
granting the Second Party any rights in or license 
under the confidential information or data 
disclosed hereunder, or in and under any patents 
that may issue upon such information. 

 

 

Article Five: 
In the event that any of the Second Party 
employees or their contractors breach any of the 
above confidentiality provisions in any way, he 
shall be liable for the damages caused thereby. 
And has to officially inform the first party in the 
event of agreement breach to immediately refrain 
from such breaches or future breaches of the 
agreement. 
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Article Six: 
This agreement shall not obligate the First Party 
to conclude any other agreements or to take any 
other measures besides those stated in this 
agreement. 

 

Article Seven: Settlement of Disputes 
This memorandum is subject to the regulations in 
force in the Kingdom of Saudi Arabia, and in the 
event that any dispute arises between the two 
parties regarding the provisions of this 
memorandum, they work to resolve it politely, 
and if this is not possible, otherwise approach to 
Board of Grievances to resolve the dispute. 

 

 

Article Eight: Validity of the Agreement 
This Agreement shall enter into force from the 
date on which it is signed by both parties. This 
Agreement shall cover the above-mentioned 
project for a period of project implementation 
starting from the written date. 
 

 

Article Nine: Termination 
This Agreement shall be terminated with all 
obligations acknowledged by both parties after 
the period of project implementation. 
 

 

Article Ten: 
The second party, upon termination or 
conclusion of its services with the first party, must 
return materials containing disclosed information 
or data it has or is hosted in cloud services in a 
usable format to the first party, or securely delete 
them with a first party's approval (secure 
deletion), along with providing a destruction 
evidence, without undue delay.  

 

Article Eleven: Waiver 
The second party may not waive its obligations 
contained in this agreement without the first 
party's written consent. 
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Article Twelve: Notices and Correspondence 
Any correspondence or notifications between the 
two parties, it must be made by registered mail, 
hand delivery, fax or e-mail with written 
confirmation of receipt to the addresses specified 
in this agreement for each of the parties. 

 

Article Thirteen: Copies of the Agreement 
This Agreement has been drawn up in two 
original copies, each copy containing the Arabic 
text and the English text, and each party shall 
take one copy to act upon it. In the event of a 
conflict between the Arabic text and the English 
text, the authenticity of the text will be equal. 
 
In support of the foregoing, this memorandum 
was signed on the day and year indicated in its 
introduction. 

 

 

 

.

First Party  

Date:   

Location: King Saud University  

Name:   

Signature:   

Second Party  

Date:   

Location:   

Name:   

Signature:   

   

 

 


