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EXCEPTION REQUEST FORM - ACCESSING
SYSTEMS OR WEBSITES FROM OUTSIDE THE
KINGDOM
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Date z,l | Exception Requester Information sLil i oleglas

szl s aydss
Signature of The Exception

Name /ec.!

Applicant:
Job Title /_adssll
Al utdy s SR {/ERES]
Signature of The Head of the Authority/Department
Authority: Contact Jolsul o3,

Number

Email/ _is A0¥1 apudi

Exception Details stiwdl Juolss

RIS PO
System Name

(1) adsll (slgie
Website Address
(link)

(Jsadidly hiosdl (253) ASLall 7515 (10 Jgmo gl s ol 1 9 ¢ bidiasd| s
Reason for exception and justification for requesting access from outside the
Kingdom (please describe in detail)
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For use by the General Administration of Cyber Security only

Duration of Exception sl s

Exception Start Date
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Risk Assessment bzl suas
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Description of
Potential Risks

Risk Level jLkstlias,s

High / A Low / uasaial]

Very High / 5_shall ani [ Medium / L sie [

Type of Risk juxligss

Technical Risks/ &6 hklis[]
Legal & Regulatory /s yiss 45 48 jhlas [

Risks Reputational Risks/ dzew shlss [
Financial Risks/ 4w Lhla. [ Human Risks/ (nih se Hhalaa [
Third-Party Risks/ &l e lall hlss [ Operational Risks/ dlads jhalaa[]

Proposed Measures to Reduce RiSKS il Jad ao bt | ole oyl
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The opinion of the General Supervisor of the General Administration of Cybersecurity regarding
the exception
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The Date The Signature ! e

Approval of the General
Supervisor of the
General Administration
of Cybersecurity
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NOTICE:

The applicant must comply with all applicable policies and procedures.

The competent authority reserves the right to accept or reject the application based
on the results of the assessments and approved criteria.
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National Cybersecurity Authority
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